HELP MAKE YOUR HOME A SAFE DIGITAL HAVEN BY PROTECTING NETWORKS, DEVICES AND ONLINE LIVES WITH THESE TIPS:

KEEP A CLEAN MACHINE
Have the latest security software, update browsers, and regularly check mobile phones and tablets—antivirus is essential.

LOCK DOWN YOUR LOGIN
Use strong, unique passwords for your accounts. Consider two-factor authentication for added security.

SHARE WITH CARE
Before posting online, consider who can see it and what it reveals about you.

BACK IT UP
Make an electronic copy of your files and regularly back them up. Cloud services can offer additional security.

SECURE YOUR WI-FI ROUTER
Set a strong passphrase (at least 12 characters long) and consider using encryption to protect your network.

LOCK DOWN YOUR LOGIN
Make sure your accounts are protected. Use strong, unique passwords and consider two-factor authentication.

PERSONAL INFORMATION IS LIKE MONEY. VALUE IT. PROTECT IT.
Information about you, such as your purchase history or location, has value—just like money. Be thoughtful about who gets that information and how it’s collected through apps and websites.

GET INVOLVED ON SOCIAL MEDIA
Use #CyberAware in all your tweets! Like us on Facebook (StaySafeOnline) for live segments with experts each week and follow us on Twitter (@StaySafeOnline) for the latest news, resources and more.

GET YOUR FAMILY, FRIENDS, COMMUNITY AND CO-WORKERS INVOLVED IN SOMETHING BIG!

BECOME A NCSAM CHAMPION
Register yourself and/or your organization as a Champion to take action in support of NCSAM. It’s easy and FREE to sign up at stay saf eonline.org/ncsam.

JOIN THE #CHATSTC TWITTER CHATS
Join our weekly discussion each Thursday in October at 3 p.m. EDT/Noon PDT.

LEARN MORE ABOUT NCSA AND STAYING SAFE ONLINE
STAYSAFEONLINE.ORG/NCSAM